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YSGOL LADYWELL GREEN INFANT SCHOOL
ICT POLICY 
INTRODUCTION
· This document is a statement of the aims, principles and strategies for the delivery of Information and Communications Technology (ICT) at Ysgol Ladywell Green School.
· Contained in this document is our policy regarding the delivery of ICT skills and the subsequent implementation of an ICT entitlement to every pupil. This entitlement has been shaped by the Foundation Phase programmes of study, the LNF and DCF documents and by every other Foundation Phase Area of Learning. 
· More explicitly, the IT orders require that –

“In Foundation Phase, pupils should be taught to become familiar with Information and Communication Technology (ICT) hardware and software. They learn to use ICT confidently and purposefully to achieve specific outcomes. They start to use ICT to develop their ideas and record their creative work”.
· This policy will be reviewed as set out in the School Development Plan

WHAT IS IT/ICT?
· Information Technology (IT) is a common requirement for all subjects. IT is also a key skill along with communication skills and mathematical skills. 

· Information Technology (IT) comprises the knowledge, skills and understanding needed to employ information and communication technologies appropriately. 

· Information and communication technologies (ICT) – are the computing and communications facilities and features that support teaching and learning. The focus is on the subject being taught or studies and skills being applied within a variety of contexts, rather than developing pupils’ specific skills. The Digital Competency Framework clearly highlights these skills. 
AIMS
· To develop pupil’s ICT skills, knowledge, understanding and capability through focused IT skills lessons whilst providing opportunities for pupils to apply and consolidate their ICT capability across all curriculum areas. 

· To keep pace with educational developments in ICT and have a commitment to teachers having the necessary tools and training to do their jobs effectively. 

· To use ICT to allow innovative and creative opportunities across the age range that motivates and energises curriculum projects. 

· To maintain efficient performance of IT equipment through robust and clear technical support that will ensure minimal disruption to teaching. 
· To allow children to appreciate the relevance of ICT in our society and that they see it as an essential tool for learning, communication, finding information and for controlling and understanding their environment. 

· To use ICT to improve quality of work, raise self-esteem, confidence and motivation for learning. The improvement of the physical environment, resources and teaching and learning will be matched by the raised attainment of the children. 

WIDER SCHOOL AIMS/ETHOS
At Ysgol Ladywell Green School we believe that ICT is changing the lives of everyone. Our vision aims to equip children to participate in a rapidly-changing world where work and leisure activities are increasingly transformed by technology. We enable them to find, explore, analyse, exchange and present information. We also focus on developing the skills necessary for children to be able to use information in a discriminating and effective way. ICT skills are a major factor in enabling children to be confident, creative and independent learners. We actively promote and utilise safe ICT opportunities that challenge and extend all educational needs across the Foundation Phase age range. ICT opportunities are offered equally and are fully inclusive to all children.
PROCEDURES AND PRACTICE
· The Foundation Phase Framework for Children’s Learning For 3 to 7-year-olds in Wales (2008) states that: 
“ICT should be holistic and integral across the curriculum. Children’s ICT skills, knowledge and understanding should be developed through a range of experiences that involve them in:- 

(i) finding and developing information and ideas, 

(ii) creating and presenting information and ideas. 

Children’s progression in ICT capability should be observed with an understanding of child development and the stages children move through. Children should be given opportunities to develop their skills using a wide range of equipment and software.”

ROLES AND RESPONSIBILITIES
Governors: 
All governors are included in and informed of the development of ICT and of its aim to promote high quality teaching and learning within the school.  A governor is nominated to be responsible for ICT and two governors sit on the 360 Safe Cymru E-safety group and therefore have an input into policy and practice.

Headteacher: 
The role of the Head teacher is to support the overall aims and visions of the ICT provision within the school. This is achieved through identified training, support and financing. They encourage initiative and embrace the potential that ICT has to provide an exciting and fulfilling environment for all learners.

ICT Subject Leader: 

The subject leader is responsible for providing professional leadership and management of ICT within the school and to:

· take the lead in policy development and the integration of the ICT Scheme of Work.
· monitor standards to ensure high quality teaching, effective use of resources and improved standards of learning and achievement in accordance with the school’s monitoring programme.
· collect, analyse and distribute, where applicable, information relating to the subject to the relevant people. 
· support colleagues in the teaching of ICT, keep staff informed about current developments in the subject and provide a strategic lead and direction for the subject in the school. 
· take day-to-day responsibility for e-safety issues and training and to keep a log of any e-safety incidents and to inform the Headteacher/Link Governor of any e-safety issues.
· Liaise with LA technical staff.
Teaching and Support Staff: 
It is the responsibility of each class teacher to ensure that their class are taught all elements of the DCF as set out in the Scheme of Work for ICT for their year group. All staff should have an up-to-date awareness of e-safety matters and of the current school e-safety practices set out in school policy documents and have signed the Acceptable Use Agreement.
Pupils: 
It is the responsibility of each pupil to ensure that they follow the acceptable use policy and treat all ICT equipment appropriately.
ASPECTS

Equal opportunities: 
· At Ysgol Ladywell Green School we teach ICT to all children, whatever their ability, age, gender or race. ICT forms part of our school curriculum policy to provide a broad and balanced education for all children. 

· We provide learning opportunities that are matched to the specific needs of each pupil, including those with ALN or who have been assessed as G&T. When planning work in ICT, we take into account the targets in pupils’ Individual Education Plans (IEPs) and may adapt the Scheme of Work to suit an individual pupil’s needs. The DCF Skills within the school year group either above or below the pupil’s chronological age, may be applied to consolidate or extend that pupil’s current level of achievement according to their specific learning needs.
Health and Safety:
· The school follows the advice and guidelines set out by the LA and ERW relating to the safe use of the internet, computers, projectors and interactive whiteboards. 

· The school has a policy on E-Safety as well as Acceptable Use Agreements (which are contained within the appendices of this ICT policy) and these should be read in conjunction with this policy document. 

· It is the responsibility of individual teachers to look after all equipment in their classroom. Pupils should be shown how to operate them appropriately. All computers should be safely stored, cared for and correctly switched off at the end of each day. It is important that any problem be reported immediately to the subject leader. If there is any fear of an electrical fault, the equipment must be switched off immediately and all plugs removed safely from the class by an adult. 

· Sockets and plugs must be checked during the annual LA Inspection. All equipment must be available for this and display the appropriate sticker. Computers must be kept away from sources of water; such as water trays, wet play areas or sinks
Planning: 
· The school has adopted the ICT & COMPUTER SCIENCE SCHEME OF WORK written by Gareth Morgan, November 2016 and this document will inform all planning of ICT, including E-safety.
· The scheme is divided into year groups and is organised into five strands:
● Digital Citizenship

● Creating, Communicating and Collaborating

● Solving Problems

● Digital Creativity

● Computer Science
· There is a progression in ICT skills from Reception to Year 2 within the different strands. An ICT skills checklist for each year group can be found at the end of the document. Alongside each ICT skill being developed is an ‘activity’. This activity provides the teacher with a suggestion on how they might approach teaching that ICT skill, using a tool or application from one of the three main products (O365 / J2e / iPad app). There is a Long Term ICT plan in place which slots the Gareth Morgan activities into the three school terms and accounts for progression from R to Y2.
· Digital Competence: Along with suggested links to the Foundation Phase Profile Outcomes, there are comprehensive references to the Digital Competence Framework (DCF) throughout. The scheme ensures that the ICT skills needed to help to embed the DCF across the areas of learning are being taught within an appropriate year group. There is also reference made to applying the ICT skills that have just been taught to a classroom topic or theme. A separate DCF Curriculum Map shows which DCF skills match to which Gareth Morgan activity and also where cross-curricular links are made throughout the year.
· We recognise that progression in ICT involves four main aspects:- 

· the progressive development of pupils’ skills, knowledge and understanding 

· breadth of ICT applications 

· increased complexity of contexts in which ICT is applied 

· the growing independence of the pupil in their learning. 

· While planning, colleagues should consider whether pupils are:- 
· developing skills, knowledge and understanding (i.e. discrete ICT skills lessons) 

· using ICT to enrich and extend learning in another area of the curriculum (e.g using a specific web search to research a topic in another subject) 

· developing or using existing ICT skills whilst working in a different curriculum context (e.g. reinforcing word processing skills or spreadsheet skills when working on a project). 

Differentiation 
· Differentiation is achieved both through differentiated activities as well as through differentiation of intended outcomes. 
· Pupils who are progressing rapidly are encouraged to extend their ICT experiences either through use of more challenging software, or simply an alternative software package to provide depth of experience, or by extending the task which has been set and/or the skill or outcome level expected. 
Teaching: 
· Within school there is a range of teaching styles that vary according to age, phase, and the needs of learners. Teaching aims to equip children with the skills necessary to become independent and skilful users of technology. 

· ICT skills are taught when appropriate to enable pupils to apply them for a real purpose in other subjects. For example, children might research a history topic or investigate a particular issue on the Internet. Children who are learning about aspects of science might use sensor equipment or a digital thermometer to collect data or make detailed observations. We encourage the children to explore ways in which the use of ICT can improve their results, for example, how a piece of writing can be edited or how the presentation of a piece of work can be improved by moving text about, etc. 

· The school has Clevertouch/Interactive Whiteboards to encourage the use of ICT throughout the curriculum, embedding its use in all aspects of daily teaching and learning.
· We recognise that all classes have children with widely differing ICT abilities. At Ysgol Ladywell Green School we use a variety of approaches to deliver learning opportunities through ICT. These include: 

• Whole class situations 

• Group work with the teacher or teaching assistants around the computer 

• Individual work after whole class lesson, under supervision from teacher 

•Peer support 
· Pupils are given the opportunity to work individually, in pairs and in groups. The teacher will organise groupings to ensure that all children achieve their full potential.
· Excellence in ICT is celebrated in displays around the school of text, pictures and tables.

Assessment, Recording, Reporting: 
· Formative assessment is carried out informally by teachers in the course of their teaching. Short-Term (weekly/fortnightly) Planning will be used to highlight skills and applications that have been applied independently and +/- achievement will be recorded for relevant individual pupils. Skills levels for class/individual pupils will be recorded using the Digital Competency Framework assessment matrix. Pupils’ work will be marked according to the Marking Policy and will include some Self and Peer Assessment in line with the Visible Learning aspects of this.
· Formal Summative Assessment is carried out at the end of Foundation Phase through the use of teacher assessment (Incerts).

· Reporting to parents occurs twice annually through formal Parent-Teacher interviews (Autumn and Spring Terms); informally during Parents Open Afternoon (Summer term) and annually through a written report.

Monitoring and evaluation: 
The monitoring of the standards of pupils’ work and of the quality of teaching in ICT is the responsibility of the ICT subject leader and is planned for within the school’s monitoring programme. The results of this monitoring process will inform future development of this policy, the SDP and any changes necessary to the Scheme of Work.
RESOURCES
· The Foundation Phase Framework for Children’s Learning For 3 to 7-year-olds in Wales (2008) states that: 
“Children should be given opportunities to develop their skills using a wide range of equipment and software”.
At Ysgol Ladywell Green School, there is a set of 6 ipads, as well as a bank of laptops, permanently sited in each learning base. All computers around the school are networked and have Internet access. Software resources are loaded onto computers by technicians in compliance with our Local Authority Agreement. There are Clevertouch Screens/Interactive Whiteboards in each classroom which are used daily.

Along with the above, the school has the following additional resources: 

· Colour printer / photocopier 

· Digital cameras
· Headphones

· Video recorder 

· Calculators
· Microphones 

· Talking Pegs/tins

· Beebots
· Software Packages
· CD-ROMs
· Coomber CD Listening Stations 

· Ysgol Ladywell Green School Website/Facebook Page: These tools are very important to the school with regards to giving up-to-date information about the general running of the school, children’s learning and achievements and providing educational support to pupils and parents. The Hwb+ Virtual Learning Environment (VLE) is currently being developed in order to complement the school website.
APPENDICES 

ICT ACCEPTABLE USE POLICIES 
At Ysgol Ladywell Green School, we understand that all users need to be aware of the range of risks associated with the use of ICT.
We have the responsibility to educate our pupils on E-Safety issues; teaching them the appropriate behaviours and critical thinking skills to enable them to remain both safe and legal when using the internet and related technologies, in and beyond the context of the classroom. 

Everybody in the school has a shared responsibility to secure any sensitive 

information used in their day to day professional duties and even staff not 

directly involved in data handling should be made aware of the risks and threats and how to minimise them. 

Both this policy, the E-Safety Policy for Staff and the Acceptable Use Agreements (for all staff, governors, visitors and pupils) cover the use of both fixed and mobile internet; technologies provided by the school (such as PCs, laptops, tablets, webcams, whiteboards, digital video equipment, etc); and technologies owned by pupils and staff, but brought onto school premises (such as laptops, cameras, smartphones etc).
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Ysgol Ladywell Green School

Acceptable Use Policy Agreement: Pupils
This is how we stay safe when we use computers:

· I will ask a grown-up if I want to use the computers or tablets

· I will only use activities that a grown-up has told or allowed me to use

· I will ask for help from a grown-up if I am not sure what to do or if I think I have done something wrong

· I will tell a grown-up if I see something that upsets me on the screen

· I will never send/give out my name, age, address, phone number or photographs of myself
· I will never agree to meet a stranger
· I will only open my own files and will only send and open emails with a teachers help
· I know that if I break the rules I might not be allowed to use a computer or tablet

Signed (child):







Signed (parent):






Date:     






Ysgol Ladywell Green School

Acceptable Use Policy Agreement: 

Staff, Governors, Visitors
New technologies have become integral to the lives of children and young people in today’s society, both within schools and in their lives outside school. The internet and other digital information and communications technologies are powerful tools, which open up new opportunities for everyone. These technologies can stimulate discussion, promote creativity and stimulate awareness of context to promote effective learning. They also bring opportunities for staff to be more creative and productive in their work.  All users should have an entitlement to safe access to the internet and digital technologies at all times. 
This Acceptable Use Policy is intended to ensure:

· that all adults will be responsible users and stay safe while using the internet and other communications technologies for educational, personal and recreational use. 

· that school systems and users are protected from accidental or deliberate misuse that could put the security of the systems and users at risk. 

· that staff are protected from potential risk in their use of technology in their everyday work. 
The school will try to ensure that staff and volunteers will have good access to digital technology to enhance their work, to enhance learning opportunities for learning and will, in return, expect staff and volunteers to agree to be responsible users.

Acceptable Use Policy Agreement
For my professional and personal safety:

· I understand that the school will monitor my use of the school’s digital technology and communications systems.

· I understand that the rules set out in this agreement also apply to use of these technologies (e.g. laptops, email, VLE etc.) out of school, and to the transfer of personal data (digital or paper based) out of school.
· I understand that the school digital technology systems are primarily intended for educational use and that I will only use the systems for personal or recreational use within the policies and rules set down by the school. 

· I will not disclose my username or password to anyone else, nor will I try to use any other person’s username and password. I understand that I should not write down or store a password where it is possible that someone may steal it.

· I will immediately report any illegal, inappropriate or harmful material or incident that I become aware of to the Headteacher or ICT co-ordinator.  

I will be professional in my communications and actions when using school ICT systems:

· I will not access, copy, remove or otherwise alter any other user’s files, without their express permission.

· I will communicate with others in a professional manner, I will not use aggressive or inappropriate language and I appreciate that others may have different opinions. 

· I will ensure that when I take and/or publish images of others I will do so with their permission and in accordance with the school’s policy on the use of digital/video images. Where these images are published (eg on the school website/VLE) it will not be possible to identify by name, or other personal information, those who are featured. 

· I will only use social networking sites in school in accordance with the school’s policies. 
· I will only communicate with students/pupils and parents/carers using official school systems and email addresses. Any such communication will be professional in tone and manner. 
· I will not engage in any on-line activity that may compromise my professional responsibilities.
The school and the local authority have the responsibility to provide safe and secure access to technologies and ensure the smooth running of the school:

· When I use my mobile devices (laptops / tablets / mobile phones / USB devices etc) in school, I will follow the rules set out in this agreement, in the same way as if I was using school equipment.  I will also follow any additional rules set by the school about such use – see E-safety Policy. I will ensure that any such devices are protected by up to date anti-virus software and are free from viruses.  

· I will not use personal email addresses on the school ICT systems. 

· I will not open any hyperlinks in emails or any attachments to emails, unless the source is known and trusted , or if I have any concerns about the validity of the email (due to the risk of the attachment containing viruses or other harmful programmes)

· I will ensure that my data is regularly backed up, in accordance with relevant school policies. 

· I will not try to upload, download or access any materials which are illegal (child sexual abuse images, criminally racist material, adult pornography covered by the Obscene Publications Act) or inappropriate or may cause harm or distress to others. I will not try to use any programmes or software that might allow me to bypass the filtering/security systems in place to prevent access to such materials.

· I will not try (unless I have permission) to make large downloads or uploads that might take up internet capacity and prevent other users from being able to carry out their work. 

· I will not install or attempt to install programmes of any type on a machine, or store programmes on a computer, nor will I try to alter computer settings, unless this is allowed in school policies. 
· I will not disable or cause any damage to school equipment, or the equipment belonging to others.
· I will only transport, hold, disclose or share personal information about myself or others, as outlined in the School/LA Personal Data Policy (or other relevant policy). Where digital personal data is transferred outside the secure local network, it must be encrypted. Paper-based Protected and Restricted data must be held in lockable storage.

· I understand that data protection policy requires that any staff or student/pupil data to which I have access, will be kept private and confidential, except when it is deemed necessary that I am required by law or by school policy to disclose such information to an appropriate authority. 

· I will immediately report any damage or faults involving equipment or software, however this may have happened.
When using the internet in my professional capacity or for school sanctioned personal use:

· I will ensure that I have permission to use the original work of others in my own work

· Where work is protected by copyright, I will not download or distribute copies (including music and videos).
I understand that I am responsible for my actions in and out of the school:

· I understand that this Acceptable Use Policy applies not only to my work and use of school digital technology equipment in school , but also applies to my use of school systems and equipment off the premises and my use of personal equipment on the premises or in situations related to my employment by the school
· I understand that if I fail to comply with this Acceptable Use Policy Agreement, I could be subject to disciplinary action.  This could include a warning, a suspension, referral to Governors and/or the Local Authority and in the event of illegal activities the involvement of the police. 
I have read and understand the above and agree to use the school digital technology systems (both in and out of school) and my own  devices (in school  and when carrying out communications related to the school) within these guidelines. 
Name:








Signed:






Date:
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